[Ha 6naHke koMnaHuu]

Cornacue Ha c6op, 06paboTKy U packpbiTue
MHdopmMauuu.

[company’s letterhead]

Consent for collection, processing and disclosure of
information

_ (HaumeHoBaHWe KnneHTa), (name of the Customer), represented by
B nuue , acting on the basis of
OeNCcTByloLLEro Ha OCHOBaHUu (the “Customer”) being

(nanee — KnueHT), B MOMEHT
cBoero nuyHoro npucytcteusa B ouce AO «CutnbaHk
KasaxctaH» (ganee — baHk), HacToswmmM 6e3ycnoBHO
n 6e30T3bIBHO nNpedocTaBnsieT CBOe corfnacve U
ynonHomoumBaeT baHk Ha packpbiTue n nepegavy Ha
KOHmaeHUManeHoNn ocHoBe nbor MHdopmaumu,
Kacatowerica KnneHta n ero 6aHKOBCKMX onepauui, B
TOM 4uCre COCTaBnsoWy OaHKOBCKYyHO  TalHy
KnueHTa, cnegyowmm TpeTbMM N1LaMm:

CynebHbiM, YNOMHOMOYEHHBIM  FOCYAAPCTBEHHbLIM
perynvpyoLLmm, HarnoroebIm unu
NpaBoOXpaHUTENbHbIM opraHam Pecny6nuku

KaszaxctaH unu NGOl MHOW OpUCOUKUMMK, a Takke
AddunmpoBaHHbiM  nuuaMm  baHka,  CTOPOHHUM
nocTasLiMKam ycryr, B TOM 4Mcne UHbIM (hMHaHCOBbLIM
OpraHM3auusM - Ha YCnoBuAX UX KOHMAEHLMANbHOIo
MCcnomnb3oBaHns u B o0b0beme, Heobxogumom Ansi
cnegywoowmnx uenev (goanee — Uenu): (A) BegeHue
CueToB, ToproBbIx caoenok n okasaHve Ycnyr KnueHty
B cooTBeTCcTBMM C Ycnosuamu; (B) ocywectBneHue
OENCTBUN, CBSA3aHHbIX C BegeHnem CuyetoB, TOproBbix
COenoK UM oOKa3aHueMm Ycnyr, BKMA4Yas, HO He
orpaHuymBasicb: 1) BbINOMHEHME 3apybexHbIX U
HaLMOHanbHbIX 3aKOHOAATENbHbIX, PEryNsTOPHbLIX UMK
WHbIX HOPMaTUBHO-NPaBOBbLIX TpeboBaHM, B TOM
yucrne npegycmoTpeHHblx B CLUA obasatenbctB no
6opbbe C OTMbIBaHMEM [EeHer, MPUMEHUMbIM K
MaTepuHCKMM  komnawuam  baHka, cobntogeHue
TpeboBaHWn JOroBopa WMMW COrnalleHusl ¢ UM Mexay
WHOCTPaHHbIMM U HauMOHarbHbIM MNPaBUTENbCTBAMM,
npumeHnmMoro K baHky, ero AddunupoBaHHbIM nuLam
M ux areHTam, unum OnepaTtopam MnaTeXHoON
WMH(PPACTPYKTYpPbl, @ TakkKe BbINOMIHEHUS NPUMEHMMbIX
k BaHky obs3aTenbCcTB No cOopy v nepegaye ceeaeHuUi
OTHOCUTENbLHO HaNOroBOro pe3vaeHTCTBa M onepauumn
KnueHta B nomnb3y HauWMOHamNbHbLIX UM MHOCTPaHHbIX
HanoroBblXx  OpraHoB 2) nposepka NUYHOCTU
npeacrasutenenn KnueHTta, KoTopble obpaljatoTcs B
Unn K KoTopbiM obpaltaeTtca baHk; 3) oueHka puckoB,
ynpaeneHue WMH(OPMaLNOHHOM 6e30nacHoCTbH,
CTaTUCTUYECKNI " TPEeHO0BbIV aHanus "
nnaHMpoBaHue; 4) MOHUTOPWUHI M 3annCb 3BOHKOB M
3NEKTPOHHbIX COObLLEeHUN ¢ KNnMeHTOM B LiENsIX OLLEHKN
KayecTBa, y4eOHbIX Lensix, Lensax paccriefoBaHusa um
NpeoTBpaLLEHMS MOLLEHHMYECTBA; 5) HanpaBneHHbIX
Ha oOHapyXeHue npecTynneHus, npegoTBpaLleHme
paccnefoBaHve W JdanbHeinwee npecnegoBaHue; 6)
obecneveHne wnn 3awmta npaB baHka wnu ero
AddunnpoBaHHbIX nuu,; 7) B3biCKaHWE 3a00KEHHOCTU

personally present at the office of Citibank Kazakhstan
JSC (hereinafter the “Bank”) hereby unconditionally and
irrevocably provides its consent authorizes the Bank to
provide, on confidential basis any information relating to
the Customer and its bank operations, including data
that comprise the banking secrecy information of the
Customer to the following third persons:

Judicial, authorized state regulatory, tax or law
enforcement authorities of the Republic of Kazakhstan
or any other jurisdictions, as well as to the Bank
Affiliates and Third Party Service Providers, including
another financial organizations - on a confidential basis
and to the extent necessary for the following purposes
(hereinafter — “Purposes”): (A) to provide Accounts and
Services to the Customer in accordance with the Terms;
(B) to undertake activities related to the provision of
Accounts and Services and Trade Transactions, such
as, by way of non-exhaustive example: 1) to fulfil foreign
and domestic legal, regulatory and compliance
requirements, including US anti-money laundering
obligations applicable to the Bank’s parent companies
and comply with any applicable treaty or agreement with
or between foreign and domestic governments
applicable to any of the Bank, Bank Affiliates and their
agents or Payment Infrastructure Providers, also
compliance with the Bank’s obligations on collection and
transfer data regarding tax residency and operations of
the Customer to domestic or foreign tax authorities; 2) to
verify the identity of Customer representatives who
contact the Bank or may be contacted by the Bank; 3)
for risk assessment, information security management,
statistical, trend analysis and planning purposes; 4) to
monitor and record calls and electronic communications
with the Customer for quality, training, investigation and
fraud prevention purposes; 5) for crime detection,
prevention, investigation and prosecution; 6) to enforce
or defend the Bank’s or Bank Affiliates’ rights; and 7) to
collect the Customer’s indebtedness, also manage the
Bank’s relationship with the Customer, which may
include providing information about the Bank’s and Bank
Affiliates’ products and services; 8) for conducting
statistical reporting and risk assessment purposes under
the services rendered to the Customer; and (C) the
purposes set out in Section 5 (Authorized disclosures) of
Part Il of the Terms;



KnueHTa, a Takke ynpaeneHue oTHoweHuamn baHka c

KnneHtom, 4to MOXeT BkMw4aTlb B  cebs
npegoctaeneHne uHdopmauum 06 OKasbiBaeMbIX
npoaykrax " ycnyrax BaHkom " ero
AddunuposaHHbiMm  nnuamu,  8)  npoBedeHue
CTaTUCTUYECKOrO y4yeTa M OLUEHKa pPUCKOB MO
okasblBaeMbiM  KnveHTy ycnyrawm; n (C) uennm,
U3noxeHHble B pasgene 5 Yactu |1l Ycnosun

(CaHKuMOoHMpOBaHHOE packpbiTMe MHdopmaummn).

KnveHT noHumaeT n cornailaeTcs, YTo uHdopmauus,
npeacrtaendemas KnueHtom bBaHky, B CBA3M C
okasbiBaeMbiMy  BaHkoM  GaHKOBCKMMW  ycriyramu,
MOXET CoAepaTb NepcoHarnbHble AaHHble paboOTHMKOB
KnueHta w/vnn wuHbIX dusmdeckux nuy (ganee —
«CybbekTbl»). [NpeactaBnas baHky nepcoHanbHbie
AaHHble CybbekTtoB, KnueHT Tem cambiM gaet
cornacue 1 nogTeepXgaeTt, YTo MMeEeT npaBo Ha cbop
n 06paboTKy nepcoHanbHbiX AaHHbIX CyOBHEKTOB N UX
TpaHCrpaHU4YHyo nepegady, BKMYas nepegady Takmx
npae TpeTbum nuuam (B Tom uucne banky u ero
adpPUNMMPOBaHHBIM  NUUaM,  Ha3Ha4YeHHbIM UM
areHTam w/vnn noapsgyvMkam, HauuoHanbHbIM UK
WHOCTPaHHLIM  FOCY4apCTBEHHbIM  opraHam  ntobon
WHOW OpUCOMKLMKY, (DUHAHCOBBLIM OpraHuv3aunsm u
WHbIM KOHTp-NapTHepam baHka), onsa BblweykasaHHbIX
Llenen, B cootBeTcTBUM C 3akoHoM Pecnybnuku
KazaxcTtaH «O nepcoHanbHbIX aHHbLIX U UX 3aluTe».

MpuMeHsieMble B HACTOSILLEM COrfacum TEPMUHbI,
yKa3aHHble C 3arnaBHOW OyKBbI, UMEIOT 3HAYEHNE,
AaHHoe 1M B YcrnoBusx goroBopa 6aHKOBCKOro cyeTa,
3akntoveHHoro mexay AO «CutnbaHk KaszaxctaH» n
KnneHTtom.

O.1N.0. ynonHOMOYEHHOro Nnua KnneHTa

Hereby the Customer agrees and confirms that
information provided to the Bank due to the banking
services provided or to be provided by the Bank may
contain personal data of employees of the Client and/or
other individuals (hereinafter -Subject). By making this
information available to the Bank hereby the Client
provides its consent and confirms that it has the right to
collect and process personal data of the Subject and its
cross-border transfer with the right to transfer such rights
to the third parties, including the Bank and its affiliates,
its appointed agents and contractors, domestic or
foreign state authorities of any other jurisdiction,
financial organizations or another counterparties of the
Bank for abovementioned purposes in accordance with
the Law of the Republic of Kazakhstan “On Personal
Data and its Protection”.

Terms indicated herein with capital letter have the
meaning defined in Bank Account Terms and Conditions
concluded by and between Citibank Kazakhstan JSC
and the Customer

Customer authorized name

Mopnnch YNOJTHOMOYEHHOro niua KnueHTa neyartb

Customer authorized signature seal



